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RocketCyber announces a trio of security apps to help MSPs monitor threats targeting Office
365 and Azure Active Directory (AD), marking a first foray beyond endpoint protection for the
company.

  

As the company puts it, moving infrastructure and applications to the cloud brings cost savings,
convenience and performance to SMBs. However, such adoption often comes without oversight
and security controls, introducing risk for intrusions, breaches and regulatory violations. The
RocketCyber security apps provide MSPs and SOCs with a multi-tenant single pane of glass to
manage all customers, with complete threat visibility targeting Office 365 and Azure AD.

      

Office 365 Login Analyser detects successful and unsuccessful logins outside expected
geolocations, known malicious IP address and adversaries, exposing unauthorised
authentication activity. Office 365 Log Monitor features multi-tenant security event log
monitoring for all accounts linked to Office 365, providing visibility into users, groups and Azure
AD. The final app, Office 365 Secure Score, provides overall cloud security posture with
itemised control plans across all Office 365 tenants.

  

“While 2019’s daunting volume of cyberattacks proved to wreak havoc on the endpoint, security
threats are expanding the attack surface by leveraging the cloud as another means of gaining
unauthorized entry,” RocketCyber says. “Microsoft’s Office 365 domination throughout the SMB
industry coupled with email as the primary entry vehicle that leads to endpoint infections
(ransomware, malware, cryptojacking, etc) present a real challenge to SMB owners. Today’s
announcement provides MSPs complete visibility across these cloud apps while reducing the
threat gap.”

  

The three apps are available now.
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Go  RocketCyber
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https://www.rocketcyber.com/

