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HP launches a number of enterprise security services and tools, claiming it will help
organisations spot security breaches in 12 minutes and solve 92% of incidents within 2 hours. 

“Enterprises today aren't facing a single attacker-- they are fighting a well-organized,
well-funded adversary marketplace,” the company says. “To succeed in thwarting attacks, you
need a trusted partner that can provide end-to-end security with enhanced threat intelligence to
disrupt the adversary. Only HP can deliver this.”

Launches include Managed Security Services (MSS) offerings such as the Supplier Security
Compliance Solution, (a means of protecting information flow across a supplier network) and
DDoS Protection Services (a DDoS and web-application attack detection application based on
Akamai technologies).

  

Also seen is the next HP generation of anti-hacker technologies with the likes of HP Threat
Central, TippingPoint Next-Generation Firewall (NGFW), and SureStart tools. 

HP describes Threat Central as "the industry’s first community-sourced security intelligence
platform." It increases the amount of threat data shared between business and is aided by
ArcSight and Fortify data-driven security technologies.
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Meanwhile NGFW addresses cloud, mobile and BYOD risks with easy-to-use high performance
security complete with granular application visibility and control. 

And finally, SureStart is a means of automatically restoring a BIOS to a previously safe state
following attack or corruption, delivered as part of the HP BIOSphere firmware ecosystem. 

Go HP Urges Customers to Rethink Security Strategy
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http://www8.hp.com/us/en/hp-news/press-release.html?id=1478297#.Ujrvzcakxzo

